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Abstract of the contribution:
1. Introduction
This contribution proposes to address the key issue #3 in TR 23.865, “Applicability of I-WLAN Network Selection.”
• Current state of UE operation
According to TS 24.302 section 5.1.1, it is specified that “the PLMN selection to select the highest priority PLMN according to these specifications is performed before any access network discovery and selection procedures based on ANDSF rules are performed in the selected PLMN.” This indicates that ANDSF rules are meaningful and can be active only after the PLMN selection (which includes authentication procedure as well) is done. Also in TS 24.234 section 5.2, we can find that ANDSF rules do not impact the I-WLAN PLMN selection procedure. During the PLMN selection procedure, WLAN specific identifier list and PLMN selector list are used.
On the other hand, policies in ANDSF can have an AccessId leaf optionally, which indicates a specific SSID of WLAN to be used for traffic offloading.
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In the roaming scenario, the ANDSF policy provided from VPLMN has precedence over that from HPLMN (see 24.302, section 6.8.2.2.4). This is reasonable, as traffic status as well as WLAN deployment/partnership plan in the VPLMN can be better understood by the VPLMN than the HPLMN. 
• Problematic case
Let us assume that home operator (PLMN A) configures UE with PLMN selector list and WLAN specific identifier list in USIM, as in specified in TS 24.234. Now, the UE is in the visited network (PLMN B) and receives an ANDSF policy from the PLMN B. Based on the configured lists in USIM, the UE selects a PLMN and successfully performs an authentication via WLAN (called SSID 1). The ANDSF policy given by PLMN B includes a routing rule indicates that the traffic should be moved to WLAN with SSID 2. However, there is a possibility that SSID2 is given a lower priority than SSID1 or even not listed in the list in USIM. In this case, how should the UE operate? 
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It is noted that the above ambiguous case would not happen in non-roaming scenario, as HPLMN can harmonize the H-ANDSF policy with the UE configuration (e.g., lists in USIM) easily.
2. Solution
In order to solve the above problem, following solutions can be considered.

• Alternative A
If I-WLAN selection can be applicable, SSID in the active ANDSF rule is ignored even when it is included. This means that WLAN network selection purely depends on the configuration from the HPLMN.
Pros: Simplicity.

Cons: More accurate information from the VPLMN cannot be used during the WLAN network selection.
• Alternative B
Even when the I-WLAN selection can be applicable, SSID shall be used during the WLAN network selection if it is included in the active ANDSF rule.
Pros: More accurate information from the VPLMN cannot be used.
Cons: HPLMN may be unable to control the WLAN network selection.

• Alternative C
HPLMN can configure the UE about whether the SSID in VANDSF policy can be used during WLAN network selection or not (by using for example, static configuration, OMA-DM, and so on). Only when allowed by the HPLMN, the UE can use the SSID in the active ANDSF rule received from the VPLMN during the WLAN network selection.
Pros: More accurate information from the VPLMN can be used. HPLMN will retain control for WLAN network selection.
Cons: Add UE Complexity
Based on the discussion, it is proposed to capture the above three alternatives in TR 23.865. The selection for the proper one can be done after the evaluation process.
****** Begin of Change ******
6.x
Solution: Harmonizing between I-WLAN selection and ANDSF based selection
6.x.1
Functional Description

According to TS 24.302 section 5.1.1, it is specified that “the PLMN selection to select the highest priority PLMN according to these specifications is performed before any access network discovery and selection procedures based on ANDSF rules are performed in the selected PLMN.” This indicates that ANDSF rules are meaningful and can be active only after the PLMN selection (which includes authentication procedure as well) is done. Also in TS 24.234 section 5.2, we can find that ANDSF rules do not impact the I-WLAN PLMN selection procedure. During the PLMN selection procedure, WLAN specific identifier list and PLMN selector list are used.

On the other hand, policies in ANDSF can have an AccessId leaf optionally, which indicates a specific SSID of WLAN to be used for traffic offloading.
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Figure 6.X.1.X: AccessId in ANDSF rules
In the roaming scenario, the ANDSF policy provided from VPLMN has precedence over that from HPLMN. This is reasonable, as traffic states as well as WLAN deployment/partnership plan in the VPLMN can be better understood by the VPLMN than the HPLMN. 
The following is a problematic scenario (see the figure below). Let us assume that home operator (PLMN A) configures UE with PLMN selector list and WLAN specific identifier list. The UE is in the visited network (PLMN B) and receives an ANDSF policy. Based on the configured lists, the UE selects a PLMN (called PLMN B) and successfully does an authentication via WLAN (called SSID 1). The ANDSF policy given by PLMN B includes a routing rule indicates the traffic should be moved to WLAN with SSID 2. However, SSID2 is given a lower priority than SSID1 or even not listed in the WLAN specific identifier list. In this case, it is ambiguous for the UE to operate. It is noted that this case would not happen in non-roaming scenario, as HPLMN can harmonize the H-ANDSF policy with the UE configuration easily. 
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Figure 6.X.1.X: Problematic case
In order to solve the above problem, three options can be used.

• Alternative A
If I-WLAN selection can be applicable, SSID in the active ANDSF rule is ignored even when it is included. This means that WLAN network selection purely depends on the configuration from the HPLMN.
Pros: Simplicity.

Cons: More accurate information from the VPLMN cannot be used during the WLAN network selection.
• Alternative B
Even when the I-WLAN selection can be applicable, SSID shall be used during the WLAN network selection if it is included in the active ANDSF rule.

Pros: More accurate information from the VPLMN cannot be used.

Cons: HPLMN may be unable to control the WLAN network selection.

• Alternative C
HPLMN can configure the UE about whether the SSID in VANDSF policy can be used during WLAN network selection or not (by using for example, static configuration, OMA-DM, and so on). Only when allowed by the HPLMN, the UE can use the SSID in the active ANDSF rule received from the VPLMN during the WLAN network selection.

Pros: More accurate information from the VPLMN can be used. HPLMN will retain control for WLAN network selection.
Cons: Add UE Complexity
6.x.2
Impacts on existing nodes or functionality

The UE should determine whether 1) ignore SSID in V-ANDSF policy; 2) use SSID in V-ANDSF policy; or 3) use SSID in V-ANDSF only if allowed by HPLMN. The UE may need to be changed to accept the allowance from the HPLMN for SSID in V-ANDSF polices.
6.x.3
Evaluation
****** End of Change ******
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